EDUCAUSE Live! Participant Chat: Links and Abbreviated Transcript 
Rolling Out a BYOD (Bring Your Own Device) Program (Part II)
June 14, 2012: 1:00 p.m. ET (UTC-4; 12:00 p.m. CT, 11:00 a.m. MT, 10:00 a.m. PT)


Session Links 
· Adobe Connect Mobile App Download: https://play.google.com/store/apps/details?id=air.com.adobe.connectpro&hl=en
· Scoop.it!: http://www.scoop.it/t/mobile-in-higher-education/
· Spear Phishing Awareness Training: http://www.phishme.com/ 
Session Chat 
Carie Page @ EDUCAUSE: (13:04) As Marc mentioned, it seems like everyone is talking about BYOD. Tell us on the poll... what is your campus BYOD plan? 

Carie Page @ EDUCAUSE: (13:05) For those who are working on official plans, mind sharing some of your initial ideas? Will it be a campus policy? For students? For faculty? What will you support? 

Michael Burke - UTK: (13:09) Our students might argue that we're already way too deep in their pockets.$$$;-]

Carie Page @ EDUCAUSE: (13:11) Does your campus ubiquitous WiFi and WAAS?

Tom Scavo, InCommon: (13:14) Bb Mobile Learn isn't browser-based, is it?

Michael Burke - UTK: (13:14) Wow, down to one client-server?

Michael Burke - UTK: (13:15) @Tom - I think it's more about where the data resides.Webserver or back-end database.

iPad test: (13:16) Speaking of BYOD..anyone else watching this from a mobile device?

jim warner (ucsc): (13:16) Do your faculty members ever ask for connectivity to be limited during their classes? How do you deal with that kind of request?

Michael Burke - UTK: (13:16) Trying to get my Droid on, no luck so far.

Michael Burke - UTK: (13:17) @Jim - I call that a teaching problem, not a technology problem.Set and enforce rules, or don't.

JJC #1: (13:17) Windows 8 FTW...

iPad test: (13:17) the adobeconnect app for iPad is pretty slick

Notre Dame: (13:19) At the security conference did anyone start with the primar goal being user education and good practices to prevent losing data?

Shannon Smith @ EDUCAUSE: (13:19) GREAT scoop.it collection Stephen!

Tom Scavo, InCommon: (13:21) What about "Bring your own token," that is, using mobile devices as authentication tokens?

Annie Pagura: (13:21) Did Cecil College have to pay to increase the coverage of Waas? or did the vendors come in and add towers and repeaters out of their pockets?

JJC #1: (13:24) We need more apps for WIndows 8 and Windows 7.5 Phone...

Notre Dame: (13:26) Thank you for the phishme.com reference. Regardless of any technical solutions, we need training

Notre Dame: (13:28) Do you think two-factor authentication will become standard in the near future?

Tom Scavo, InCommon: (13:30) @Notre Dame Two-factor authentication is set to explode. The mobile phone is playing an important factor.

Notre Dame: (13:31) @Tom How soon before ERP's like Banner will deliver this as standard, and how will InCommon implement?

Guest: (13:32) Adobe products?

Tom Scavo, InCommon: (13:32) Push your software vendors to support federated login techniques like SAML. Then you can leverage your own federated identity solution.

Michael Burke - UTK: (13:37) Cool.I've got a Macbook Pro in front of me, an iPad 2 on my right, and an Android phone on my left.I feel like Jean Luc Picard.

Larry Lugo - Universidad del Zulia: (13:42) @Michael: What about Open and Inclusive Education? Technology is not accessible for all

Michael Burke - UTK: (13:44) @Larry - according to the evidence I'm seeing lately, though, the smartphone is increasing access.

Michael Burke - UTK: (13:45) Not the same as accessibility for hearing impaired, visually impaired, etc. but just simple access to information.

Larry Lugo - Universidad del Zulia: (13:45) Our students only can access Internet from our campus. Here in Venezuela a low % of people have Internet access at home, and... in India, etc? So, technology access is a BIG issue in developing countries

Michael Burke - UTK: (13:46) Certainly assistive tech has a role in increasing accessibility for both tablet and smartphone platforms.

