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The IT Infrastructure Library (ITIL), created by the British government’s Office of Government Commerce to help with IT management, is a method for implementing standard processes and best practices into IT operations. (For more information about ITIL, see <http://www.itil.co.uk/about.htm>.) The Visible Ops Handbook: Starting ITIL in 4 Practical Steps provides a methodology for IT departments in the adoption of ITIL. The book can help create a framework for IT departments to implement effective change control. At just over 80 pages, The Visible Ops Handbook is an easy-to-read outline of processes that may be some of the best “bang for the buck” advice in IT-department operations. The authors take a complex subject and boil it down to four simple steps. Following their advice should provide stability, improved system uptime, and reduced recovery time.

Many of the questions in the book are the same questions managers of IT departments ask when they deal with unexpected—and therefore disruptive—changes in their environments. IT managers know, at least intuitively, that their departments spend entirely too much time creating problems through unplanned change and attempts to address it without the right tools and information. IT managers and CIOs want to eliminate the “hair on fire” mentality. When something does go wrong, you typically want to know what changed last, but you might not be capturing that information. The IT department may not have a good inventory of the systems in place or of the changes that have been made to them. Furthermore, the department might not have an easy way to return to the last known good-system state.

This book lays out four steps to reducing the amount of unplanned change, eliminating the firefighting, increasing system uptime, and decreasing the amount of time it takes to repair a system. It also provides a method for documenting and routing system changes to ferret out potential problems with a change before the change is implemented in the organization’s systems.

The first step seeks to bring some order to the chaos that exists around IT change management. Predictably, the book advises that you first reduce access to systems that can be changed and assign a limited group with access as the only entity that can make changes to the identified system. The times during which that entity can make changes are coordinated with the functional area constituencies. Changes are documented and routed through a change-control group for approval. If something does go wrong with a change in a system, the first response by those performing the troubleshooting is to look at the documented and approved changes.

Step two requires an inventory of all server-room assets and detailed information about the equipment, what it does, and who is responsible for it. Other information is also gathered, including how the system is backed up, the change success rate, whether the system depends on other systems, and any forecasted retirement date for the system. Gathering and documenting this information makes it readily available during an emergency, when the IT department personnel will not have the time to assess the system efficiently. The information gathered is also used for change management and during the third and fourth steps.

The third step is to create a repeatable build library. The concept behind this phase is that it is much easier and faster to replace inoperable equipment or configurations than it is to determine why a piece of equipment or software is not working. The work done in this phase gives the IT department a library of system images, a process for keeping them current, and a process for moving them into production when a system does need to be replaced.

Continual improvement constitutes the last step. A key component of a good problem-solving method is follow-up. How do you know if the processes you have changed have succeeded? You have to go back to the process and measure effectiveness. Measuring the way changes are introduced and their impact on the IT environment is one of the metrics. The ability to recover from unexpected predicaments is another area to measure. Finally, and most important for the health of the IT environment, you have to know how good you are at evaluating change requests and implementing them while keeping systems available.

The steps outlined in this book can be invaluable to IT managers dealing with both planned and unplanned changes in increasingly complex, interrelated, and vital computer systems on campus. Implementing these steps in any IT environment should be at the top of the CIO’s to-do list.
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The Preface of Sharon Cramer’s Student Information Systems: A Guide to Implementation Success, published by the American Association of Collegiate Registrars and Admissions Officers (AACRAO), is careful to say what the book is not: It is not a technical manual, a project management guide, a product selection roadmap, or even a source for definitive answers. Rather, it points to strategies and principles that will help student information system (SIS) implementation teams manage the sea change of disruption, fulfilled and frustrated expectations, and new business process mandates and opportunities that the campus will experience. The book starts at a point after two major decisions: the SIS product/solution
The key questions for readers of this journal are “Will $95.00 and the time spent reading a 336-page book be worthwhile investments?” and “Is it a book for IT managers and practitioners?” The answer to both must be a qualified yes. Yes, if you currently have or may at some point have project management responsibility for a system implementation affecting a broad swath of people on a campus. If you are a member of such a team, probably not. As a project manager, whether you work in a central IT organization, have a distributed IT support role, manage an administrative information service operation, or serve on the faculty, Student Information Systems: A Guide to Implementation Success gives as good an overview of implementation principles as you are likely to find in print.

To be sure, much of the content is common sense, but it is uncommonly well organized. Cramer clearly captures the intersection of three cultures—IT, enrollment management, and faculty—that must work together on system implementations. The book would have been stronger had it more fully engaged the critical “fourth estate” of students, with their Net Gen expectations of the information environment. While she clearly aims at the diverse constituencies of project teams, at times she seems to speak most directly to the faculty who stay safely (and perhaps feel blessed) on the project’s periphery: “The implementation taps your intellect, emotions, and stamina like little else in your academic career.” Be that as it may, IT managers, systems analysts, student service leaders, application specialists, and functional staff should always welcome the involvement of faculty such as Cramer who not only take the time to learn administrative systems and processes but who care enough to want to build bridges to the people whom the infrastructure must support.
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